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CHAPTER ONE

1 Introduction

1.1 Overview

The advances in the fields of microelectronics materials implies crucial improvement in sensors industries such as lower in cost, lower in power consumption, tiny in size, multifunctional features etc., These tiny sensor nodes consisting of sensing, data processing, power sources, and communication components. In addition to, the development of high speed broadband wireless technologies has led to the deployment of wireless sensor networks (WSNs). WSNs are expected to be solutions to many applications in different fields (Arampatzis, Lygeros et al. 2005, Sohraby, Minoli et al. 2007), i.e. military, environmental monitoring, health, control systems, smart building, tracking and commercials applications.

Any sensor nodes in a WSNs are suffering resource limitation. They have issues of such networks include, but are not limited to, the problems of size, energy factors, transmission media factors, topology complexity, technology standards proprietary solutions and scalability concerns etc.

The research trends related to WSNs are many, e.g. development of models and improvement existing tools for the design of better WSNs architecture and design of standard protocols in WSNs to work robustly on scenarios. The factors influencing sensor network design is highly important to be fully integrated of all factors that are driving the design of sensor networks and sensor node simultaneously (Akyildiz, Su et al. 2002). These factors work as a guideline to design related protocols, algorithm or approach i.e. reliability, scalability, robustness, complexity either time or space etc.
In communication networks, protocols control and determine activity specifications how networks fulfil their intended use (Fahmy 2016). The sensor network protocol stack is same the traditional network protocol stack (Sankarasubramaniam, Akyildiz et al. 2002), with the layers of application, transport, network, data link, and physical. Frequency selection and generation are a mission of physical layer as well as data encryption and modulations process. Data link layer is responsible for the multiplexing of data packets. The network layer takes care of routing task. The transport layer helps to maintain the data flow and its important when network connected to internet as in Internet of Thigs (IoT) technology. Different types of application software can be used on the application layer according to the network tasks. A common plane shared above layers aims to optimize a management purpose, a different research been conducted in this context. The aims of security in WSNs is to protect the information and resources from external offensive, includes to ensures that certain network activity is available, authorization to ensures that only authorized sensors providing information to the network, authentication which monitor the communication from one sensor to another is real, confidentiality which ensures that a given message cannot be understood by anyone other than the one who should be. Integrity which check that a message sent from one sensor to another is not change by any intermediate sensors. Forward and backward secrecy when a sensor should not be able to read any future messages after it leaves the network or when a joining sensor should not be able to read any previously message. Nonrepudiation means that a node can't refuse sending an information it has been sent previously. Finally, freshness implies that the data is recent and guarantee that adversary cannot replay old messages (Wang, Attebury et al. 2006).

Trust between nodes within WSNs is emerging as a crucial factor in WSNs security systems (Yu, Li et al. 2012). It has been increasingly studied by many researchers and remains an open and challenging field. Research on security in WSNs has also explored cryptography